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1. Overall Description:
The statement with yellow highlighted texts below are excerpted from clause 8.2 of TS 33.402 regarding the procedure of tunnel full authentication and authorization between the UE and the ePDG.
The yellow highlighted texts may be interpreted in different ways: in step 6 of figure 8.2.2-1 in clause 8.2.2 of TS 33.402,
a) the ePDG identity in successful IKE_AUTH response of the first IKE_AUTH exchange shall be provided to the UE if the UE has requested with a CERTREQ payload; or
b) the ePDG identity in successful IKE_AUTH response of the first IKE_AUTH exchange shall be provided to the UE regardless of whether the UE has requested with a CERTREQ payload.
CT1 would like to ask SA3 to confirm which interpretation above is correct.

"
8.2.1	General
-	The UE and the ePDG shall use IKEv2, as specified in RFC 5996 [30],in order to establish IPSec security associations.
-	Public key signature based authentication with certificates, as specified in RFC 5996 [30], shall be used to authenticate the ePDG. The ePDG shall authenticate itself to the UE with an identity. This identity shall be the same as the FQDN of the ePDG determined by the ePDG selection procedures defined in TS 23.402 [5]. This identity shall be contained in the IKEv2 ID_FQDN payload and shall match a dNSName SubjectAltName component in the ePDG's certificate. 
… …
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6.	The ePDG responds with its identity, a certificate, (if the UE has requested with a CERTREQ payload in step 2), and sends the AUTH parameter to protect the previous message it sent to the UE (in the IKE_SA_INIT exchange). The EAP message received from the 3GPP AAA Server (EAP-Request/AKA-Challenge) is included in order to start the EAP procedure over IKEv2.
"

2. Actions:
To SA WG3 group.
ACTION: CT1 would like to ask SA3 to provide feedback regarding which interpretation from a) and b) above is correct.
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